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  Email: nayak784@gmail.com


      A self motivated person who believes in growth and is very open to new ideas. I am looking for   the place where my skills and expertise is being fully utilized and proved to be an asset to the company. I am always fascinated towards continuous learning process and team work.

· Currently working as Team Lead in Nokia Siemens Networks (Jan/2009 – Till Date) with~6 years of experience in Telecom, Datacom Domain.
· Worked as a Senior QA Engineer in Ness Technologies Limited  from Aug/2006 – Jan/2009
· Setting up of SS7 and Sigtran load using Message Generator & Traffic Simulator (MGTS) and validating traffic as well as system performance on the basis of key performance indicators (memory leaks, CPU peaks, memory peaks).

· Having thorough knowledge of Linux, UNIX Shell Scripting, Protocols (e.g. SIP, SS7, RADIOUS, and SIGTRAN) with good exposure to SDLC & Agile Methodologies.

· Proficient knowledge on Perl Scripting.
· Testing and Development exposure in Agile Methodologies.

· Have been involved in activities like System Testing, Functional Testing, Load Testing, GUI Testing, Performance Testing, Test Automation and Defect Tracking.


· Testing Tools

       : MGTS 18.1, IxIA (Ix-Load, Ix-Explorer, Ix-Network) 
· Operating Systems                : Windows 98 & XP, UNIX, LINUX      

· Scripting languages
        : UNIX Shell Scripting, Perl
· Protocols                                  : SIP, SS7, SIGTRAN, MTP, SCCP, SCTP, M3UA,MPLS, MGCP, LDAP &             

           Radius
· Bug Tracking Tool
        : Mantis, Pronto, Quality Center(QC 10.0)
· Debugging Tool

        : GDB
· Protocol Analyzer
        : Ethereal, Wire shark

· XML Technologies
        : XML 
· Configuration Management : Perforce, isource, SVN



1. Organization


Nokia Siemens Networks.


       Duration

Jan 2009 – till date

Environment 


Perl (Oops), Shell Script, Linux
Description

NSN FlexiServer Platform is both a software and hardware platform for building network element applications in IP-based telecom networks. The platform provides the needed middleware functionality and addresses the high performance, scalability, and security and availability requirements of these very demanding applications. The FlexiServer is a server-side platform that provides capabilities to build various network element applications. These applications typically implement control functions in the core communication network such as ‘session control’. The FlexiServer platform consists of hardware and software components. It is built using a Linux operating system and consists of a number of loosely coupled computers forming a cluster of servers that can be flexibly scaled. Supports a selected set of hardware platforms, both Nokia orchestrated hardware and selected COTS hardware, while keeping the platform software and applications independent from the underlying hardware. Flexi Platform supports both 32 bit and 64 bit architectures. Competitive platform that selectively uses established IT industry ecosystems of COTS components and open source software including the standard Linux operating system and state-of-the-art software development tools and methods.

              Details:

       A.   FP5 LYNX (Jan 2010 – till date):

     Working in System Verification team in Telco protocol (MGW) area

Tools Used: MGTS (IXIA SS7 traffic generator), Wireshark, Aricent simulators (RAN and MSS simulators), Parameter tool.

Roles and Responsibilities: -

·  Analyze Software system Requirement and prepare Test Plan ,System &  functional test cases

· Involved in Setting up the lab environment,
· Involved in IPSP, TDM call flow for FP5 SGW Lynx release currently for SCTP, M3UA, SCCP layers and MTP layers… 

· Installation the latest builds on different HW- HP, IBM Multi Clusters, ATCA, VMware 

· Smoke /Sanity testing of the latest builds.

                              
         Performed Functional and System testing

· Review of Test Scenarios and Test Cases

· Functional and System Testcases execution, troubleshooting and reporting.

· Automation of test cases using perl/shell.

· Regression Testing of the automated test cases.

· Scrum master for a team size of 8 members.

· Performing all the Scrum articulates like test estimation, Sprint Planning, Stand-ups, and Retrospectives etc…
· As a Team Leader guiding other Member to Reach the Team Goal.

B .    FP5 CAT (Feb 2009 – Dec 2009):

Worked in Functional testing team to test for the protocol LDAP and transactional feature 

Tools Used: Parameter tool. 

Roles and Responsibilities: -

· LDAP technical learning 

· Writing Functional Test plans & Test Cases, reviewing the same for LDAP

· Functional and System Testcases execution, troubleshooting and reporting.

· Automation of test cases.

· Regression Testing of the automated test cases.


 Client

    
               Narus Network Private Ltd.

 Organization


 Ness Technologies Limited.


        Duration

Jan 2007 – Jan 2009

 Team Size 


3

 Environment 


Perl (Oops), Shell Script, Linux
Description

                  The goal for this project was to design and implement an automation tool for testing (functionality & acceptance) different Narus products (Directed Analysis (NIS), Lawful Intercept & Network Security Suite) and also to provide a framework for the existing scripts.

          NarusInsight Secure Suite is the industry’s most advanced high-performance IP security system protecting the world’s largest carrier-class networks from the edge through to the core. NarusInsight Secure Suite (NSS) enables carriers and service providers to detect any network attack, abuse or behavioral anomaly in real time and at core speeds, and then direct a variety of actions: to raise an alarm, send an SNMP trap, or even mitigate the attack. Narus provides Tier 1 and Tier 2 telecommunications carriers with solutions designed specifically to meet these important needs to secure, monitor, bill and provide excellent quality of service for IP-based offerings.

Roles and Responsibilities: -

· Designing an automation suite for testing Narus Security Suite (NSS) product using perl. The suite needs to play the attack traffic to invoke the NSS to generate the alerts which needs to be captured and document the results.

· Analyzed, Designed and automated the automation test suite for Directed Analysis (NIS). Tool involves playing the pcap’s for each testcase and capturing the output vectors/pcap’s generated by the Narus products and comparing the result with a standard reference file.

· Understand the test cases of Narus products and integrate these scenarios into automation. Understand the basic functionality of each Narus component as per required for automation.

· Developed small tools for QA for testing, reducing their manual effort. Tools for traffic generation with packets edited (IP layer), file editing.  

· Developed scripts in Perl to automate the task of downloading the latest daily build rpm’s from the US server, uninstalling the older rpm’s, installing the latest rpm’s. Further scripts are called to kick off the daily automation runs and publish the results onto the webpage.

· Designed and automated the automation test suite for basic Build Acceptance Testing.
Project: Name Watson

Client

    

Narus Network Private Ltd.

Organization


Ness Technologies Limited.


       Duration

Aug 2006 – Dec 2006

Team Size 


8

Environment 


Perl, Linux

Protocol


SIP, RADIUS
Description

WATSON has 5 major modules

· STA.

· MESSENGER.

· TARGET MANAGER.

· Target Console.

· PPA.

The Watson software base supports IP protocol functionality on multiple OSI layers, provides scalability, highly reliable data capture, and portability.

Roles and Responsibilities: -

· Technical study of RADIUS, SIP protocol.

· Go through the product architecture & through the SRS. PRD. DESIGN SPEC.

· Write test cases for Radius and SIP STA parser.

· Dedicated preparing test spec, test case & test report for Testing and also including system, Release, Regression Testing.
  

B.E. in Information Technology, Completed in the Year 2004 from S.E.C.


·  Quarterly award (Q3) winner 2007 Ness technology.

·  Successfully worked on build engineering for two month in the absence of regular build engineer.


 Date of Birth

    01-07-1981

 Civil Status

    Indian, Male, Unmarried

 Languages Known
    English, Hindi, Oriya
Summary:
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Project: Flexi Platform








Project: Automation suite for Narus Products. 
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